WHOIS and the Public
· General public is largely unaware of WHOIS and its function:

http://redtape.msnbc.com/2007/09/to-some-its-the.html
http://www.consumerwebwatch.org/pdfs/survey_all.pdf
· General public (registrants, or about 10 percent) first exposure to privacy and proxy registration services is generally an upsell:

https://www.networksolutions.com/domain-name-registration/private.jsp
“As threats to online security grow increasingly sophisticated, it's important to protect your privacy by adding private registration to your domain name registration. Network Solutions® will provide alternate contact information for the listing of your private domain name registration in the public WHOIS database.”  -- for $9 per year

· At-large community may not be so divided on the issue
· Interest/lack thereof is largely geographic due to “weakness” of U.S. privacy laws (from a European perspective)
· No secret why a large percentage of cybercriminals choose US hosting
“The United States is typically the first choice of cybercriminals to host botnets, since IP address space is considered to have a good reputation, helping them avoid reputation 

black lists.”(“FTC shutters rogue ISP,” http://searchsecurity.techtarget.com/news/article/0,289142,sid14_gci1358152,00.html)
“When cybercrime is mentioned it never takes long for Russia and the Ukraine to enter the picture. However, while a lot of cybercriminals are based in those countries, a lot of their infrastructure is housed in the west, in the United States to be precise.”  -- Spamhaus (article written July 2008, prior to de-peering of Intercage/Atrivo)

http://www.spamhaus.org/news.lasso?article=636
· “Distance” between NCUC (NCSG) and at-large (or consumer constituency, which has a strong makeup component from at-large) is characterized by WHOIS dispute, a point made by Milton Mueller at a recent meeting of ISOC-NY

Is ALAC statement of “diverse opinions” actually valuable?

Survey work needed? Survey research that both groups can buy into?

